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• Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural 

persons with regard to the processing of personal data and on the free movement of such data, and repealing 

Directive 95/46/EC (General Data Protection Regulation) 

INFORMATION ON DATA PROCESSING 

REGARDING THE PARTICIPATION AT EVENTS OF THE HUNGARIAN 

UNIVERSITY OF SPORT SCIENCE 

 

 

1. Name of Data Controller 

Hungarian University of Sport Science (the University) 

address: 1123 Budapest, Alkotás u. 42-48. 

phone: +36 1 487 9200 

e-mail: info@tf.hu  

website: https://tf.hu/en/  

Represented by: Prof. Dr. Sterbenz Tamás Rector 

 

2. Name and contact details of the Data Protection Officer 

Data Protection Officer of the University: 

Tüzkőné dr. Kunyik Dóra LL.M. BookPile Consulting Bt. 

direct contact: adatvedelem.tf@bookpile.hu 

phone: +36 30 478 7866 

3. Information on data subject regarding their participation at the events of the 

Hungarian University of Sport Science, when the personal data are collected directly 

from the data subjects (content under Article 13 of the GDPR*) 

Data processing related tot he online registration for events 

▪ The categories of data subjects include persons registering for the events or invited to 

the events of the University. 

 

 Scope of 

processed 

data 

Purpose of data 

processing 

Legal basis Sourse of data 

3.1. Name, a-mail 

adress, 

image, sound. 

Invitation to an 

event. 

Data processing is 

based on Article 6 

(1) e) of the GDPR*,  

The personal data are 

collected directly from 

the data subjects 

3.2. Recording 

made at mass 

gatherigs 

The purpose of the 

recordings is to 

document and 

verify the 

occurrennce of 

the events of the 

university. The 

recordings may be 

published on the 

data processing is 

based on Article 6 

(1) e) of the GDPR*, 

Article 2:48 (2) of 

the Civil Code, 

according to which 

the consent of the 

data subject shall 

not be required for 

The personal data are 

collected directly from 

the data subjects 

The 

recordings 

made of the 

speakers or 

participants of 

the event 

The personal data are 

collected directly from 

the data subjects 
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website, journals, 

publications and 

social media sites 

of the University (e. 

g.: Facebook, 

YouTube, 

Instagram, Twitter) 

as well. 

the recording and 

use of his/her image 

or voice if the 

recording was 

made at a mass 

gathering or of 

public appearance. 

Recordings 

made of 

specific 

persons. 

The legitimate 

interest of the 

University or other 

third parties based 

on Article 6 (1) f) if 

the GDPR*. 

The personal data are 

collected directly from 

the data subjects 

3.4. Data 

recorded by 

the electronic 

surveillance 

system, car 

registration 

number. 

An electronoc 

survillance system 

(CCTV system) is 

operated by the 

University in order 

to protect human 

life, physical safety 

and personal 

freedom, 

safeguard the 

storage of 

hazardous 

materials, protect 

the critical 

infrastructure used 

for building 

management and 

communications, 

and ensure 

property 

protection. The 

system makes and 

stores recordings. 

The legitimate 

interest of the 

University or other 

third parties based 

on Article 6 (1) f) if 

the GDPR*. 

The personal data are 

collected directly from 

the data subjects 

 

4. Duration of data processing 

In the case mentioned in Section 3.1. of the notice, the database containing the contact 

data shall be reviewed quarterly, when the personal data deemd inaccurate in terms of the 

pupose of data processing will be erased or corrected immediately. 

In the case mentioned in Section 3.2. of the notice, the recordings made of the data 

subjects shall be stored by the University for purpose of promition of the University and for 

scientific and historical reasons. The period of publication of the article informing the public, 

and in the case of its arrchiving, the storage time. The criterion for determining the storage 

time: possible use of the recording for purpose of future articles or university publications. 

In the case mentioned in Section 3.4. of the notice, the images  recorded of the data 

subjects – if not used – shall be stored by the University for 30 days after recording. 
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5. Data protection 

Taking into account the state of the art, the costs of implementation and the nature, scope, 

context and purposes of processing as well as the risk of varying likelihood and severity for 

the rights and freedoms of natural persons, the University shall implement appropriate 

technical and organisational measures to ensure a level of security appropriate to the risk. 

The University shall take all reasonable measures to ensure that the data it processes are not 

accessible to unauthorized persons. Access to data is limited, password protection is in 

place. Reading, writing and editing access on the central interfaces of the Data Controller 

varies from job to job, depending on the need for data processing. 

The University has regulations on the protection and security of personal data and data of 

public interest. The University also has an IT Security Policy. 

Reading, writing and editing access on the central interfaces of the Data Controller varies 

from job to job, depending on the need for data processing. 

6. Automated data processing (including profiling) 

The University does not use automated data processing for decision-making. 

7. Transfer of data to a third country or an international organization 

Data may be transferred to a partner institution in a third country and the data will be 

uploaded to monitor the implementation of institutional projects. 

8. Exercise of rights, remedy 

The data subject may exercise the rights provided for in the GDPR for the entire duration of 

the data processing, which he may do at any time at the contact details specified in points 

1 and 2. 

The data subject may request 

- access to personal data (the data subject has the right to obtain confirmation from the 

data controller as to whether or not personal data concerning him or her are being 

processed, and where that is the case, the right to access personal data and information 

specified in the GDPR) (Article 15 GDPR*), 

- rectification of personal data (the data subject has the right to obtain the rectification of 

inaccurate personal data concerning him or her, at his or her request, without undue delay. 

Taking into account the purpose of the data processing, the data subject shall have the right 

to have incomplete personal data completed, including by means of providing a 

supplementary statement.) (Article 16 GDPR*), 

- erasure of personal data (the data subject has the right to obtain from the data controller 

the erasure of personal data concerning him or her, at his or her request, without undue 

delay and the data controller shall have the obligation to erase the personal data of the 

data subject without undue delay on the grounds specified in the GDPR; in case of data 

processing for compliance with a legal obligation the erasure request shall be declined ) 

(Article 17 GDPR*), 

- restrictions on the processing of personal data (the data subject has the right to obtain from 

the date controller restriction of processing if the conditions set out in the GDPR are met) 

(Article 18 GDPR*), 

- exercise the right to personal data portability (The data subject shall have the right to 

receive the personal data concerning him or her, which he or she has provided to the data 
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controller, in a structured, commonly used and machinereadable format and have the right 

to transmit those data to another data controller without hindrance from the data controller 

to which the personal data have been provided, as long as the conditions set out in the 

GDPR are met) (Article 20 GDPR*), 

- may object to the processing of personal data (shall have the right to object, on grounds 

relating to his or her particular situation, at any time to processing of personal data 

concerning him or her which is based on point (e) or (f) of Article 6 (1), including profiling 

based on those provisions. The controller shall no longer process the personal data unless the 

controller demonstrates compelling legitimate grounds for the processing which override the 

interests, rights and freedoms of the data subject, or for the establishment, exercise or 

defence of legal claims; in case of data processing for compliance with a legal obligation 

the objection request shall be declined) (Article 21 GDPR*), 

- withdrawal of the abovementioned consent to processing of personal data, the data 

subject may withdraw his or her consent at any time by sending an e-mail to  tf-

adatvedelem@tf.hu, without affecting the lawfulness of the processing carried out on the 

basis of consent prior to its withdrawal. 

The application must be submitted to the postal address of the data controller or to the 

following e-mail address: tf-adatvedelem@tf.hu. The data controller shall provide written 

notice as soon as possible, within a maximum of 1 month (within 15 days in the event of an 

objection) (this deadline may be extended by a further 2 months due to the complexity of 

the request). In addition, in the event of injury, the data subject may apply to a court (the 

data subject may, at his or her choice, initiate a proceeding before the court competent 

according to his or her place of residence or stay) and to the National Authority for Data 

Protection and Freedom of Information (1055 Budapest, Falk Miksa utca 9-11., phone: 06-1-

391-1400, website URL: http://naih.hu, e-mail address: ugyfelszolgalat@naih.hu). 

Budapest, 24th September 2023 
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